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CHAPTER 1.

Introduction

This document provides a detailed guide for installation and configuration of the Resource Booking Web App.

Resource Booking Web App (RBWA) allows booking meeting rooms or cars or any other resources for
meetings. As it is the web application, there are no complicated specific settings for administrators. The
application is rather simple in installation and configuration.
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CHAPTER 2.

Installation

System requirements

You can have an overview of System requirements for RBWA by visiting this web page.

: Before installing RBWA, make sure that you have Real Time Manager Service (RTS) and Resource
Central (RC) running.

System Rights

The user account, under which the Installation of RB Web Application is to be carried out, should have Local
Administrative Rights. Administrative account (e.g. ‘rcadmin’) needs to have Read/Write Access to the folders
where the RBWA is installed.

Supported devices

After RC Web Application is installed and configured, end users can use a variety of devices to get the
advantage of using Resource Booking Web Application.

Supported OS and devices:
- 10S 6.x and above (iPhone 4, iPhone 5, iPad)

- Android 4.x (Android devices, i.e. Google Nexus 7)
- Windows Phone 8.x
- Windows 7, 8 (PC)

Supported browsers:
- Internet Explorer 8 and above

- Google Chrome 28.x and above
- Mozilla Firefox 14.x and above
- Safari 5.x and above

Installation scenarios

Setup solutions
Resource Booking Web Application can be hosted within the same LAN where Exchange, SQL and RC are
already being hosted as well as located separately on a DMZ.

Also RBWA supports configuration where your organizational AD and Exchange are hosted within a cloud
(Windows Azure AD, Office 365 services)


https://www.add-on-support.com/index.php?/Knowledgebase/Article/View/197/38/system-requirements-for-resource-booking-web-app
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Example 1. Everything is hosted within the same LAN

Access Layer

Intem Servers

Figure 1.

e

Cherdt Access Server

Everything is hosted within the same LAN
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Example 2. RBWA is located on a DMZ

Access Layer

—
Ports B0, 443,

RBWA Server

Inten Servers

Pon 10092

[ Pon 143

[ Ports 80,443,5001,10002

Chent Access Server

Resource Central

RTS And RC

Figure 2. RBWA is located on a DMZ

Note that RBWA uses Windows Authentication to connect to Real Time Service and Active Directory so that
you cannot deploy it outside the domain. In this case it could be recommended to create a separate forest for
the DMZ domain and configure trusted relationships between the DMZ and the internal domain. Please check
the proper documentation on this subject.

SSL support

As RBWA deals with the end users’ information could be regarded as private it has been designed to support
SSL to secure your web site. Check, for example, the following article to know more how to configure RBWA
to use SSL.: http://www.iis.net/learn/manage/configuring-security/how-to-set-up-ssl-on-iis

Firewall configuration
Before installing RBWA make sure you have ports listed below opened on your Firewall

6


http://www.iis.net/learn/manage/configuring-security/how-to-set-up-ssl-on-iis
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- Port SQL is listening on. By default it is 1433 and it is opened.
- 80 o0r443 port depending on whether you're going to use HTTP or HTTPs. By default they are opened.
- Portthat RTS is listening on. By default is 5001.

Note that if RBWA is internet-facing for example, when it is hosted on a DMZ, exceptions for RBWA should be
created on your Firewall in order to allow it to communicate with SQL and RTS.

Step by step installation

The installation process is completely typical. Right after running the setup file, you will see the Setup Wizard
screen:

jgl ResourceBooking Web App Setup = X

0
A EeSOurTe Welcome to the ResourceBooking Web
entra App Setup Wizard

The Setup Wizard will install ResourceBooking Web App on
your computer. Click Next to continue or Cancel to exit the
Setup Wizard.

o

ack Cancel

Figure 3. Setup Wizard
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On the following screen, you should select type of the web site. If you do not need any specifics, you can leave
it filled with default value. It will be available within ResourceBooking virtual directory on your IIS.

#) ResourceBooking Web App — X
U

Website name

Resource
|Central

Install ResourceBooking Web App at this locatoin

Site
Default Web Site v

Virtual directory name

IResourceBc-oklng

-

Figure 4. Setup — Website name

Select destination folder for the application.

ﬁ ResourceBooking Web App Setup - X

%A Resource
Central

Destination Folder
Select Installation Folder.

Install ResourceBooking Web App to:

IC: \inetpub\wwwroot\ResourceBooking\

Change...

Figure 5. Setup — Select Destination Folder
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Click [Next] to be ready for the installation.

ﬁ ResourceBooking Web App Setup = X

J ' Resource

Central

Ready to install ResourceBooking Web App

Click Install to begin the installation. Click Back to review or change any of your
installation settings. Click Cancel to exit the wizard.

Back Cancel

Figure 6. Setup — Ready to be installed

If you have to change something, you can go back from this screen and do what you need and then install
the application.

ﬁ ResourceBooking Web App Setup = X

U
A (R:esour(l.'e Completed the ResourceBooking Web
entra App Setup Wizard

Click the Finish button to exit the Setup Wizard.

sk Gance

Figure 7. Setup - Finish

Click [Finish] to complete the installation.
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After the installation is finished, you can make all the necessary configuration in Resource Booking Web App

Configuration Tool.

B Resource Booking Web App Configuration Tool

Login

() On Premise
(® Office 365

() Hybrid On premise & Cffice 365 Auth. Settings

I Cffice 365 is selected then Resource Booking Web App will
expect that the user enters Office 365 credentials for signing in
purposes. You can go to http//www microsoft.com/office 365 and
check your account settings

RealTime Calendar Service

llocalhost 5001 |

(® Windows () Client ID

Key : |dadfedbe-e146-4da7-a057b1cdf0131577

Test Connection
RealTime Calendar Service
Server Name |I e |
() Windows authentication
(® 5GL Server authentication
User Mame: |sa |
Passward: | |
Databaze Mame: |F~!C1 w |
Test Connection
Logging
Lewvel for file logging Debug
None All

Level for logging to Windows Event Log HNone
Mone All

ex19local

Specify connection to Real Time Calendar Service

F “Windows Authentication™ is selected, then Resource Booking
Web App will use Windows Credentials to communicate with
Real Time Calendar Service.

I "Client 107 is selected, you have to create the 1D and the Key
in the Real Time Manager inteface and insert those
identfication strings here.

Refresh

Specify the name of the server and database. You can also
choose Authentication mode. Please note that the database
connection settings are encrypted, so you cant see the settings
being specified earier.

Refresh

Resource Booking Web App has two storages for event logs.
You can assign the range of handling events for bath of them,
but we strongly recomend to not use Windows Event Log
storage “Info” and "Waming' messages storing.

Open log file

Open log folder

Save Close

Figure 8.

Resource Booking Web App Configuration Tool
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The tool is divided into sections for configuration:

Login
Login

() On Premise
(@ Office 365

() Hybrid On premize & Office 365

Figure 9. Configuration Tool - Login

Select login mode for the user. There are 3 options for you: On Premise, Office 365 and Hybrid (On Premise
and Office 365).

You can also setup External Authentication for Single Sign-On by clicking on [Auth. Settings], which opens
the following screen:

B Authentication settings =

(@) Default
i) SAML 2.0

Saml

Close

Figure 10. Configuration Tool - Login

The SAML 2.0 can be found in RC backend = SYSTEM = External Authentication, and select "SAML2”
for Authentication Protocol.
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Domains

In the dialogue below, you can add/select or remove domains. The domains will be prepopulated into the
Domain field, saving time for the users when log into the application.

Domains

Figure 11. Configuration Tool - Domains

The selected domain will be shown as default. Other domains will be available in dropdown.

(=)
B  Welcome to Resource Central A Welcome to Resource Central

A Please enter the information below to Sign In Please enter the information below to Sign In

Log in using Single Sign-On Log in using Single Sign-On

Select domain

Domain psmax.com v Domain psmax.com
) psmin.com
Email 3 Email
Password PassW Password
[ Save my credentials [J Save my credentials

: This section is only available when "On Premise” or "Hybrid On premise & Office 365” login mode is
selected.

RealTime Calendar Service

RealTime Calendar Service

[localhost:5001

(® Windows () Client ID

Key : |dad6edbe=146-4da7-a057b 1edf01 31577

Test Connection

Figure 12. Configuration Tool - RealTime Calendar Service

Specify the host and the port where Real Time Calendar Service is listening on. You do not have to specify
the full path to RTS, just host and port. Note that the default link (highlighted in the screenshot) is just an
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example and it will not work after installation is completed. Anyway, you can always test the connection to RTS
to figure out whether you have specified the correct host and port.

Select Windows if you use Windows Authentication to log in. In this case you will be prompted to input your
windows credentials before retrieving access to RBWA Sign In dialog.

Select Client ID if RBWA is placed in DMZ (meanwhile RTS resides inside the domain). The Client ID and
Key are generated in ‘General settings’ section in RealTime Manager (see RTS User Guide for more details).

Resource Central database connection

Reallime Calendar Service

Server Name |, e

() Windows authertication
(® SGL Server authentication

|User Name: |sa |

| |

Passward:

Databasze Name: |HC1 v|

Test Connection

Figure 13. Configuration Tool - Resource Central database connection

Specify name of the server and database.

Also in this section, you can select Authentication mode. Choose between the “Windows authentication”
option (domain credentials will be used to log on to the SQL server) and the “SQL Server authentication” -
enter a specific username and password in this case.

Logging
Logging
Level for file logging Debug
MNone All
Level for logging to Windows Event Log Mone
MNone All

Figure 14. Configuration Tool — Logging
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In this section you can configure logging level for the application.

If you want to know how to configure RBWA logging location and levels, see Appendix A — Logding
Configuration for more details.

After finishing all necessary configurations, click [Save] button.

Accessing RBWA

After RBWA has been installed, it will appear in your 1S under Sites - Default Web Site if you did not change
defaults while installing RBWA.

*§ Internet Information Services (IIS) Manager =181
@"; 5 | @ » WiNHATBIES0APS » Sites » DefaultWebSite » ResourceBooking » |8 = 5@ -

File View Help

w &) /ResourceBooking Home
€- |7 |8 = / 9 2. Explore
€ Start Page e P Edit Permissions...
=-93 WIN-HA7BIG50APS (TEST-AD\administrator) = v B - Gyshowal | —
22 Application Pools ASP.NET = [ Basic settings...
B8] Sites View Virtual Directories
240 Default Web Site = A ﬁJ— (*)
[ aspnet_dient % " 404 | - Manage Application A
@ AutoCalcOrchard NET NET JNET Error NET <
\f‘b Autodiscover Authorizati... ~Compilation Pages Globalization Ll Browse Application
:ib A =) . \ Browse *:80 (http)
? EWS ‘F ;‘J ?E ab) [€] Browse :443 (https)
o] Exchange e =l ‘ @] v .0.0.1:
‘ " g .NET Profile ~ .NET Trust Application Connection Browse 127.0:0 80 (el
e 3 : Levels Settings Strings [€] Browse 127.0.0.1:443 (https)
(¥ Microsoft-Server-ActiveSync
{a| OAB = @ Advanced Settings...
% powershell I =" Install Application From Gallery
Ly MachineKey  Pagesand Session State  SMTP E-mail
(=¥ PowerShell-Proxy Controls Deploy =
| Public S -
3 ResourceBooking «@ Export Application...
% ResourceCentral ns a Import Application...
¥ Rpc =
= Helj
(P RpcithCert 5 ';32) 2 co: ML oelp |
e x i nline Help
1€ Madamest ASP  Authenticaton Authorizaton  CGI
-9 MixedAuth Rules
&€ RcWebWorking z
Compression Default Directory Error Pages
Document Browsing
= = e &
Q‘jv = L) =
Failed Request ~ Handler HTTP Redirect HTTP
Tracing Rules  Mappings Respo... l]
E]Features View |\ - Content View
Ready Gé

Figure 15. IIS Manager

RBWA may be accessed in local network by URL Error! Hyperlink reference not valid., where:

<ServerlP> - IP address of the server where RBWA has been installed (for ex. 192.168.1.1)

<PORT?> - port that site use (it may be found in 1IS manager. By default it is 80 for HTTP and 443 for HTTPs
and there is no need to point default ports in URL when accessing RBWA).

To know more how to configure the information required requests to communicate with a RBWA check the
following article: http://www.iis.net/configreference/system.applicationhost/sites/site/bindings/binding



http://www.iis.net/configreference/system.applicationhost/sites/site/bindings/binding
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CHAPTER 3.

Appendixes

Appendix A — Logging configuration

Location of RBWA logs
By default RBWA logs are stored in 2 places: Event Viewer and App.log file

Event Viewer Windows Logs\Application

14 Event Viewer (Local)
 Custom Views
=] | gt

'—| Setup
'4—| Swskem
| Forwarded Evertts

App.log file C:inetpub\wwwroot\ResourceBooking\Logs

+ Local Disk () = inetpub = wwwraot = ResourceBooking = Logs

Print  Mew Falder

Mame = Date modified

B cpplog 782015 10:45 AM
T T &pp log, 2015-07-06 7/6/2015 Z:40 PM

Configure logging

RBWA logging location and levels can be configured by making modifications in Log4Net.config file. By
default, it is located at the installation folder of RBWA (C:\inetpub\wwwroot\ResourceBooking).

Configure location for log file

You can only change logging location in local machine. To do that, open the Log4Net.config file with Notepad,
look for the value as highlighted in the following figure:
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.LugdHet.cunﬁg - Notepad

File Edit Faormat Yiew Help

<7xm] wversion="1.0" encoding="utf-8"7>
<configurations
<logdnet debug="true">
<dppender name="EventLogappender” Typa="logdnet. A
<applicationName value="ResourceBookingwebapp" |
<layout type="Tlogdnet.Layout.PatternLayout >
<comversionPattern value="%date [Xthread] %-5
%stacktracedetail{9}%newline" /=
</ lTayout >
<Filter type="logdnet.Filter.LevelRangeFilter ">
<l ——zTlevelMin value="0FF/DEBUG/TNFO MWARMNERROI
<levelMin value="ERROR" /=
<levelMax value="FaTaL" /=
<Filters
</appender s

e="Togdnet. append

<File value="Logs app. Tog"
<appendToF1 e value="true" /=
<maximumFilesize value="500ME" />

Figure 16. Log4Net.config file

You can put in a path to the folder to which you want the logs are saved.

: ResourceBooking App Pool Identity Account must have full permissions on the folder to which you want

the logs are saved.

Configure logging level

Logging levels for Event Viewer and log file (App.log by default) can also be configured in the Log4Net.config
file. To do that, open the Log4Net.config file with Notepad, look for the value as highlighted in the following

figure:

CHAPTER 3
Appendixes
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B Log4Net.config - Notepad

File Edit Format Wiew Help

<7am] wversion="1.0" encoding="utf-8"7>
<configuration:=
<logdnet debug="true"»
<appender name="EventLogappender” type="logdnet. Appender. Event
<applicationname walue="ResourceBookingwebapp"” /=
<layout tType="Togdnet.Layout. "
<conversionPattern value="
Fetacktracedetai {9 xhew]line" /=
</ Tayout >
<filter type="Togdnet.Filter.
——clevelMin walue="0FF /D
<TevelMmin value="ERROR" /=
<leveIMax wvalue="FaTaL" /=
JTET
</appender:>

Logging level for
Windows logs

<appender name="RoT1ingFile" type="logdnet.appender.rRoT1ingFil
<file wvalue="Logs™App. Tog" ﬁg
<appendToFile wvalue="true" />
<maximumFilesize value="500ME" /=
<maxsizeRollBackups wvalue="-1" /=
<layout type="Tlogdnet.Layout.F

<conversionPattern wvalue="% ; %1 ogoer
Fetacktracedetai1{9 xnew]line" /= LOQQHWQ|EVE|RH|OQ =
</Tayout» file
<l ——<TeyvelMin value="0FF,//0EEU Yo
<l ——<filter Type="logdnet, Filte

<levelmin walue="DEEUS" />

<levelMax value="FATAL" /=
</ rTeEr =

</appender:>

Figure 17. Log4Net.config file

Make change of the log level as you wish and save the file.



