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CHAPTER 1.

Introduction

Currently, it is required that Workspace applications downloaded from stores cannot access their server.
Some changes need to be done so that the special revision of the app (deployed via Microsoft Intune) can
work. The changes also prevent apps deployed by other channels from accessing their server.
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CHAPTER 2.

Detailed instruction

Configure for Android platform

Configuration on Microsoft Intune for Android

Deploy Android app on Microsoft Intune

1. Go to Intune website (https://endpoint.microsoft.com) and select Endpoint Manager > Apps >
Android. Click [Add] button.

2. Inthe Select app type panel, click on App type, scroll down to select Managed Google Play app,
and click [Select] button at the bottom of the panel.

3. Search for the workspace booking app in Google Play.

4. Select the app from the result list and click [Sync] button:

Microsoft Endpoint Manager admin center

“ Home >

A tome Managed Google Play

Bl Dashboard

= All services h

*  FAVORITES

[l Devices <« [ Search “

B Apps

@ Endpoint security B

5 Reports

& Users o Workspace Booking
&R Groups @ Add-On Products

¥ Tenant administration

X Troubleshooting + support

Select Unapprove Approval Preferences

5. After that, the app shows up in the list. Click on it and select Properties, then click [Edit] on
Assignments label.
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Home > Apps > Workspace Booking

H . .

L 111 Workspace Booking | Properties

Dashboard Client Apps

i= All services | L Search (Ctrl+/) | «

& FAVORITES @ Overview App information £dit

Ll Devices Manage Name Workspace Booking

iﬂ Apps . = Description Phin mém dat chd |am viéc, ban néng, phéng hop
‘It Properties

‘ Endpoint security Publisher Add-On Products

Monitor Appstore URL httpS:}’J’PIangogle‘mm/sture/apps}details?.

Reports id=com.addonproducts.dssworkspaceahl=vi-vN

A Users B Device install status Logo

I‘Q User install status ' .

& Groups

? Tenant administration z .\

X Troubleshooting + support

Available licenses o

Total licenses o

Scope tags Edit
Default 1
Assignments
Group mode Group

Required

Available for enrolled devices

Available with or without enrollment

6. Inthe Edit application page, you can add group/users/devices based on your preferences. Then
click [Review + save] = [Save].

Home > Apps > Andreoid > W5A >

Edit application

Managed Google Play private app

Assignments  Review + save

Required ©

Group mode Group Filter mode Filter (preview)
@ Included All devices Mone Mone

@ Included All users None None

+ Add group @ + Add all users @ + Add all devices

Available for enrolled devices ©

Group mode Group Filter mode Filter (preview)

@ Included Workspace Booking Users Mone Mone

+ Add group @ JAdd all users @

Cancel

Review + save
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Create app configuration policies
1. On the left panel, select Apps = App configuration policies. Click [Add] - Managed devices.

Home > Apps
‘ﬂ‘ Home

E4ll Dashboard

e Apps | App configuration policies

= All services P Search (Ctrl+/) | ‘ T Add
* FAVORITES @ Overview Managed devices
[l Devices B Allapps Managed apps Platform 4

Apps Har :
# Monitor Config for Zoom ios

‘} Endpoint security

By platform ManagedAppConfig c..  Android
Reports . .

Windows Test app config policy
A& Users . o .

|§| i05/iPadOs Test WSARestriction Android
i Groups .

’ b macos Workspace Bocking In.. Android

&} Tenant administration . .

B Android Workspace Booking In.. 108

7% Troubleshooting + support ) . )
’ o ) WSA configuration po.. Android
Policy

i§ App protection policies

3 App configuration policies

B, {05 app provisioning profiles

2. Fill in details for the configuration policy > Basics section:

- Enter configuration policy name

- Platform: Android Enterprise

- Profile Type: All Profile Types

- Targeted app: Click to select the created app (WSA) in the Associated app panel and click [OK] >
[Next].

G Home > Apps >

ﬁ Home

E4ll Dashboard

Create app configuration policy

== All services

+  FAVORITES 0 Basics

q Devices MName * WsA configuration ve

HH

k&2 Apps Description

'} Endpaint security

54 Reports

s Users

A& Groups

&} Tenant administration Device enrallment type

# Troubleshooting + support Platform * (D [ andreid Enterprise M
Profile Type = (D | Al Profile Types e |
Targeted app * © Workspace Booking

3. In Settings section, click [Add] button, then select Use configuration designer for Configuration
settings format label, then enter value for 2 keys: Server URL and Workspace Secret.
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H . . . .
(iEms Edit app configuration policy
Efll Dashboard
GlEmnes o . @ Use the JSON editor to configure the disabled configuration
* FAVORITES Settings keys.
L8 Devices Permissions
Permi granted here will override the “Default app permissions” palicy for the selected apps. 27 Search to filter item

B2 apps

¥ Endpoint security

Configuration key T4  Value type

B3 serverun string
Workspace Secret string
a4 Users Mot configured
&2 Groups
Configuration Settings
& Tenant administration . .
Configuration settings format Use configuration designer v
A Troubleshooting + support
Use the JSON editor to configure the disabled configuration keys.
Not configured

T4 Description
Server URL

Workspace ¢

a. Server URL (similar to workspace_server_url key in XML file): Automatically establish
server address on login panel of workspace app which was installed from MS Intune.

b. Workspace Secret (similar to workspace_secret key in XML file): This is a security key.
When this key is similar to the key on DS Server (parameter: Workspace.Secret), DS
Server only allows Workspace with this key to connect.

Then click [OK] button and enter Configuration value in your preferences.

ﬁ Home
E4ll Dashboard

= All services

% FAVORITES

Ei Devices

£ 2pps

‘, Endpoint security
Reports

ah Users

4k Groups

2} Tenant administration

< Troubleshooting + support

« W

Home > Apps > WSA Android Config Pelicy

Edit app configuration policy

o Settings

Permissions

Permissions granted here will override the "Default app permissions” policy for the selected apps.

Learn more about Android runtime permissions

Mot configured

Configuration Settings

Configuration settings format (@ Use configuration designer hd

Use the JSON editor to configure the disabled configuration keys.

Configuration key Value type Configuration value Description
Server URL string N ‘ | https://dssclients.aodyn Server URL
‘Workspace Secret string T1d84fz3-2f1f-4920-bd1... ‘Workspace Secret

Then click [Review + save].

4. The Scope tags can be optionally established, then click [Next].

5. In Assignments section, you can add groups, users and devices, then click [Next].

6. Proceed to Review + create section and click [Create] to finish. The “WSA configuration policy” is
created and displayed in the list of App configuration policies.

7. Repeat the same procedure to add Chrome or Edge browser app on Intune.
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Create app protection policies
1. On the left panel, select Apps = App protection policies. Click [Create policy] = Android.

Microsoft Endpoint Manager admin center

& Home > Apps

ﬁ Home

4l Dashboard

= Apps | App protection policies

= All services 2 Search (Ctrl+/) | « = Create policy v () Refresh
% FAVORITES @ Overview i05/iPadOs
q Devices

#E Allapps Android '~

H Monitor Windows 10 and later

‘} Endpoint security

By platform WSA protection

54 reports

Windows
-
Ak Users

i0S/iPadOs
s Groups

L macos
_‘J‘ Tenant administration

B Android
7<% Troubleshooting + support

Policy

ii§ App protection policies

I App configuration palicies

2. Fill in details for the protection policy > Basics section:
- Enter protection policy name
- Platform: Android

Home > Apps

Create policy

o Basics

Name * [ Workspace Booking App Protection policy \/

Description |

Platform

Then click [Next] to proceed.
3. In Apps section, configure as in the following figure:
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Home > Apps >

Create policy

O Basics o Apps 3) Data protection 4) Access requirements 5) Conditional launch ) Scope tags

Cheoose how you want to apply this policy to apps on different devices. Then add at least one app.

Target to apps on all device types (& Yes Mo )
Device types (D 0 selected '
Target policy to | Selected apps 7 |
Public apps Remave
Micrasoft Edge Remave

+ Select public apps

Custom apps Remove

com.addonproducts.dsswarkspace Remaove

+ Select custom apps

: To setup Custom apps, click [+ Select custom apps] to open Select apps to target:
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Home > Apps > Select apps to target X
Create policy

‘ Search by Package ID /|
o Basics ° Apps Data protection Ac emel Conditional launch (&) Scop e tags More apps
Package ID
Choose how you want to apply this policy to apps on different devices. Then add at least one app. ‘ com.contosoapp |
Target ta apps on all device types (O ‘i Yes No .:\
Add
Device types (0 0si ed .
Target policy to ‘ Selected apps v
Public apps Remove
Microsoft Edge Remove

+ Select public apps

Custom apps Remove

No custom apps selected

+ Select custom apps

Selected Apps:

No Apps selected

Previous Next
Select

In More apps =2 Package ID, enter “com.addonproducts.dssworkspace” then click [Add]:
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Home > Apps

Select apps to target X
Create policy
@ App added

o Basics e Apps

| Search by Package ID v ‘
Chaose how you want ta apply this policy to apps on different devices. Then add at least one app.

Mare apps
Target to apps on all device types @ ‘: Yes No Package ID

| com.contoso.app v ‘

Device types @

Target pelicy to ‘ Selected apps

Public apps Remove
Microsoft Edge Remove
+ Select public apps

Custom apps Remove

No custom apps selected

+ Select custom apps

com.addonpreducts.dssworkspace

Selected Apps:

Mo Apps selected

Finally, select the “com.addonproducts.dssworkspace” app that you have added and click [Select]. This
app will now appear in your list of Custom apps.

No o

Then click [Next] to proceed.

Keep the default configuration for Data protection, Access requirements, Condition launch

sections, and proceed.

The Scope tags can be optionally established, then click [Next].

In Assignments section, you can add groups, then click [Next].

Proceed to Review + create section and click [Create] to finish. The “Workspace Booking App
protection policy” is created and displayed in the list of App protection policies.

Configuration on Android device
In your device, go to Google Play and search for the key word “company portal app”

1.

11
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W30\ @

company portal app

Intune Company Porta

You might also like 4

Similar apps 4

M a M

2. Install and sign in with the account that was used to do the configuration in Microsoft Intune in the
previous section

103280 &

Company Portal

Microsoft Intune

m B® Microsoft
Signin

Company Portal

Sign in from another device

Get access 1o comp:
and keep them

Q Sign-in options

Microsoft Privacy & Cookies Terms of use  Privacy & cookles  +«+

3. After signing in, proceed with setting up the work profile (keep clicking Next to proceed) until the
following screen shows up:
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0WHWBO - ST

F¥ZESTIAdd-On Products 'Y

DEVICES SUPPORT

user2_AndroidForWork_8/11/2021_3:.

> Open the badged version of Google
Play to get apps suggested by Add-On
Products

DISMISS OPEN

4. Touch the device name on the screen and touch Check device settings on the next screen.

T4e EEE - T 10:46 B ERE -

£ Device Details € Device Details

J user?_AndroidForWork_8/11/2021_3:35 A ﬂ user2_AndroidForWork_8/11/2021_3:35 A

w device you e curmently using © Confirming device settings

3l Nam

user?_androidForWork_8/11/2021_3:35 AM g
user2_AndroidForWork_8/11/2021_3:35 AM

Andraid Operating Systerr
Android
Corporale Ownership Tyr
Corporate
Learn More

ettings Statu

Confirming device settings
Last checked: August 11, 10:41

In Compliance
Last checked: August 11, 10:43

5. After that, you are back at the screen with device name at the top, touch Options button and select
Settings:
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m.wwn Products

orveLs SUPPORT

user2_AndroidForWork_8/11/2021_3

> Open the badged version of Google
*  Play to get apps suggested by Add-On
Products

Turn off battery optimization

Troubleshooting

Verbose Logging

Diagnostic Data

Management Policy

Enable Browser Access

TURN OFF

COPY LOGS

SYNC

CHAPTER 2
Detailed instruction

6. Once again, go back to the screen with the device name at the top, how touch [Open] button at the

bottom right corner.

MWHPse -

F¥2ESRIAdd-On Products

DEVICES SUPPORT

user2_AndroidForWork_8/11/2021_3:...

> Open the badged version of Google
Play to get apps suggested by Add-On

Products

DISMISS

7. Select the WSA that was configured in Microsoft Intune and install it.

14
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1603 €2 -

Q@a=0Q

Company Contacts My Files Play Store
Portal

Q3 & @

Managed Intune Authenticator Workspace
Home Screen

CHAPTER 2
Detailed instruction

After installation, fill in the server address (similar to the URL you entered when creating the

configuration policy in the previous section) to sign in. You might encounter the following warning

message:

Workspace

Workspace Booking does not
have permission to connect to the

server. Please contact your system
administrator

15
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9. In this case, you need to go to DSS web backend, create parameter Workspace.Secret and enter
the secret key (that you entered when creating the configuration policy in the previous section) in

Value field.

DS Service

Edit Parameter - "Workspace.Secret"

DASHBOARD
W DAILY TASKS
“ REPORTS
A SYSTEM

License
Connections
Settings
Outputs

Categories

Parameters

(© Back

* Key Create Date

|\-\":Jrk5pac5.5ecret | | Dec 20, 2021 17:00:54 ‘
Value Last Update Date

| 71d584fa3-2f1{-40e0-bd1a-80b067f1ef35 | | Dec 20, 2021 10:35:25

Description

Used in conjunction with Microsoft Intune to restrict server access
for Microsoft Intune deployed Workspace Booking app

10. Click [Save] to finish.

Configure for iOS platform

Configuration on Microsoft Intune for iOS/iPad OS

Create app provisioning profiles
1. Go to Intune website (https://endpoint.microsoft.com) and select Endpoint Manager > Apps >

i0S/iPadOS.

2. Select iOS app provisioning profiles > Create Profile.

ﬁ Home

4l Dashboard
= All services

% FAVORITES

Ei Devices
EEE Apps
‘} Endpoint security
Reports

:. Users
&8 Groups
% Tenant administration

7% Troubleshooting + support

@ Home > Apps

Apps | iOS app provisioning profiles

2 search (Ctrl+)) | « = Create profile

L macos * Useios app provisioning profiles to g
B Android |;) Search by name

Policy Name

iH§ App protection policies W3A Dev

¥ App configuration policies Workspace AdHoc

®, 05 app provisioning profiles Workspace AppStore

1 s mode supplemental palicies Workspace Dev

) policies for Office apps WsA AdHoc

(] Policy sets WSA AppStore

3. Go to the following link to download iOS provisioning profile:

16
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https://developer.apple.com/library/archive/recipes/ProvisioningPortal Recipes/Downloadinga
ProvisioningProfile/DownloadingaProvisioningProfile.html

...then upload to the Basics section of the Create profile page.

Home > Apps

Create profile

o Basics

MName *

Description

Upload profile file * ‘ Select an i0S provisioning profile | E
Expiration Date * ‘ 8/13/2021, 5:08:51 PM |

4. Proceed to Scope tags, Assignments and Review + create sections as described above (for
Android platform configuration). After that, you can see the profile you just uploaded in the list.

5. From the left panel, Select Apps = All apps, click [Add] button. In the Select app type panel,
click on App type, scroll down to select IOS store app, and click [Select] button at the bottom of
the panel.

6. When the “Add App” page shows up, click on the Search the App Store button and search for the
workspace booking app...

crosoft Endpoint Manager admin certer

. Search the App Store
Add App

jeri Y+swBEa |

© app information

... and select it. The app’s info is displayed.


https://developer.apple.com/library/archive/recipes/ProvisioningPortal_Recipes/DownloadingaProvisioningProfile/DownloadingaProvisioningProfile.html
https://developer.apple.com/library/archive/recipes/ProvisioningPortal_Recipes/DownloadingaProvisioningProfile/DownloadingaProvisioningProfile.html
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ﬁ Home

Ell Dashboard

i= All services

% FAVORITES

ﬁ Devices

E& apps

‘. Endpoint security
Reports

". Users

a Groups

&} Tenant administration

X Troubleshooting + support

Fill in necessary details and click [Next].

Home > Apps >

Add App

i0S store app

o App information
Selectapp * @
Name* (@

Description* (0

Publisher * (@

Appstore URL

Minimum operating system * @
Applicable device type * @
Category (@

Show this as a featured app in the
Company Partal @

Information URL @
Privacy URL (@
Developer (O
Owner @

Notes (@
Loge @

Search the App Store

| Workspace Bocking

Workspace is a mobile app that provides an easy way to book Microsoft Office
365 and on-premise resources e.g. meeting reoms and hot-desks,

| Add-On Products

https://apps

ple.com/us/app/workspace-booking,/id148019

[ios =0

| 2 selected ~ |
| 0 selected ~ |
': Yes m‘

| Enter a valid url

| Enter a valid url

Change image

CHAPTER 2
Detailed instruction

7. Proceed to Scope tags, Assignments and Review + create sections by clicking [Next] >

[Create].

Create app configuration policies

1. Onthe left panel, select Apps = App configuration policies. Click [Add] - Managed devices.

18
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= Home > Apps
A riome i22 Apps | App configuration policies
535 APPs | App config P
i)l Dashboard
= All services £ Search (Ctrl+/) | « b add
REERCRIE (D) Overview Managed devices
LM Devices B Allapps Managed apps platform Ty
S - .
’e & wonitor Config for Zoom ios
Endpoint securi .
‘ ¥ v By platform ManagedAppConfig ¢.»  Android
Reporis ) .
Windaws Test app config palicy
;. Users o )
|§| i05/iPad0s Test WSARestriction Android
adk Groups ) )
" Ll macos Workspace Bocking In.. Android
_‘J Tenant administration . - ) .
B Android Workspace Booking In.. 105
3( Troubleshooting + support .
’ o . WSA configuration po.. Android
Policy

£ App protection policies

5 App configuration policies

®, i05 app provisioning profiles

2. Fillin details for the configuration policy > Basics section:

- Enter configuration policy name

- Platform: iOS/iPadOS

- Targeted app: Click to select the created app (WSA) in the Associated app panel and click [OK] >

[Next].
& Home > Apps » Workspace configuration 105 >
H . . . .
i Home Edit app configuration policy
Edll pashboard
= All services
J FAVORITES 0 sasics
W Devices Name * ‘Workspace configuration 105
&2 Apps Description
‘_‘ Endpoint security
Reports
A& Users
A& Groups

L5 Tenant administration Device enrollment type anaged devices

2( Troubleshooting + support Platform @

Targeted app * (O

3. In Settings section, select Use configuration designer for Configuration settings format label,
then enter value for 2 keys: Server URL and Workspace Secret.
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il Edit app configuration policy
edll Dashboard

= All services

s FAVORITES o settings

CH Devices Configuration settings format (3

EEE Apps
.} Endpoint security

Reports

0 Once the policy is created, the format cannot be changed

b Users . . . . .
= Enter values for the XML property list. The values in the list will vary depending on the app you are configuring. Contact the

S8 Groups supplier of the app to leamn the values you can use.

&% Tenant administration Learn more about XML property lists

l< Troubleshooting + support Configuration key Value type Configuration value
workspace_server_url String dssclients.aod.wn ses
workspace_secret String 71d84fa3-2f1f-49e0-bd1a-80b067f.. *=*
Select one v

a. workspace_server_url: Automatically establish server address on login panel of
workspace app which was installed from MS Intune.
b. workspace_secret: This is a security key. When this key is similar to the key on DS

Server (parameter: Workspace.Secret), DS Server only allows Workspace with this key to
connect.

Then click [Review + save].

4. The Scope tags can be optionally established, then click [Next].

5. In Assignments section, you can add groups, users and devices, then click [Next].

6. Proceed to Review + create section and click [Create] to finish. The “WSA configuration policy” is
created and displayed in the list of App configuration policies.

Create app protection policies
1. Onthe left panel, select Apps = App protection policies. Click [Create policy] = i0S/iPadOS.
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Microsoft Endpoint Manager admin center

<«

Home > Apps
L 225 Apps | App protection policies
E4ll Dashboard
= All services | P Search (Ctrl+/) | « -+ Create policy () Refresh
Ly FIIETE @ overview
q Devices B2 Allapps Android Ty

& Monitor Windows 10 and later

‘} Endpaoint security

By platform WSA protection
Reports

windows
-
Ak Users

i05/iPad0s
ah Groups

L macos
.';1‘ Tenant administration

B Android
#% Troubleshooting + support

Policy

8§ App protection policies

# App configuration policies

2. Fill in details for the protection policy > Basics section:
- Enter protection policy name
- Platform: iOS/iPadOS

Home > Apps

Create policy

o Basics

Name * Workspace Booking App Protection Policy

Description

Platform

Then click [Next] to proceed.
3. In Apps section, configure as in the following figure:
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Home > Apps >

Create policy

o Basics o Apps 3) Data protection 4) Access requirements ) Conditional launch ) Scope tags

Choose how you want to apply this policy to apps on different devices. Then add at least one app.

Target to apps on all device types @ Mo )
I_ Device types (0 0 selected o
Target policy to | Selected apps ~ |
Public apps Remave
Microsoft Edge Remaove

+ Select public apps

Custom apps Remove

com.addonproducts.dssworkspace Remove

+ Select custom apps

: To setup Custom apps, click [+ Select custom apps] to open Select apps to target:



Add-On Products

/A Digital Sign Service A mstucton | 2.3

Detailed instruction

Home > Apps »

Select apps to target X
Create policy

| Search by Bundle ID \/l

0 Basics O Apps

Assignments  More apps

Bundle ID
Chaose how you want to apply this policy to apps on different devices. Then add at least ane app. | com.contoso.app |
Targetto apps anall device ypes © (RN No )]
Add
Device types @ 0 selected ~
Target pelicy to | Selected zpps v
Public apps Remove
Microseft Edge Remove
+ Select public apps
Custom apps Remove

No custom apps selected

+ Select custom apps

Selected Apps:

No Apps selected

Select
4

In More apps = Bundle ID, enter “com.addonproducts.dssworkspace” then click [Add]:
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Home Apps

Create policy

0 Basics o Apps

Choose how you want to apply this policy to apps on different devices. Then add at least one app.

CHAPTER 2
Detailed instruction

Select apps to target X

Search by Bundle ID

More apps
Bundle ID

com.contoso.app

Target to apps on all device types O ( Yes

Device types ©

Target policy to | selected apps

Public apps Remove

Custom apps Remove

No custom apps selected

ustom apps

Selected Apps:

com.addonproducts.dssworks... Remove

Finally, select the “com.addonproducts.dssworkspace” app that you have added and click [Select]. This

app will now appear in your list of Custom apps.

Then click [Next] to proceed.

4. Keep the default configuration for Data protection, Access requirements, Condition launch

sections, and proceed.

No o

The Scope tags can be optionally established, then click [Next].
In Assignments section, you can add groups, then click [Next].
Proceed to Review + create section and click [Create] to finish. The “Workspace Booking App

protection policy” is created and displayed in the list of App protection policies.

Configuration on iOS/iPad OS device

1. Inyour device, go to App Store, search for the key word “company portal’
2. Install and sign in with the account that was used to do the configuration in Microsoft Intune in the

previous section

24
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08:38

< App Store

08:38

oll T =
< App Store

Cancel

Microsoft Intune

B2 Microsoft

‘ - Sign in

Email or phone

Company Portal

@, sign-in options

Terms of use  Privacy & cookies .«

3. After signing in, proceed with setting up the work profile (keep clicking Continue to proceed) until
the following screen shows up:

08:41
< App Store

< Back

How to install
management profile
1.Go to the Settings app
Select Profile Downloaded
If you don't see that option:
a. Select . General
b. Select Profiles.
2. Select Install

Follow the on-screen instructions to complete the
installation.

3. 0pen the Company Portal app again

4. Follow the instruction on the “How to install management profile” screen, then go back to the app:
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Add-On Add-On Products
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Set up Add-On
Products access

Set up your device to access your email,
devices, Wi-Fi, and apps for work.

@ Review privacy information

@ Download management profile

|

@ Install management profile
|

@ Check device settings

Continue

Add-On Products

You're all set!

You should now have access to your email,
devices, Wi-Fi, and apps for work.

@ Review privacy information
|

@ Download management profile
@ |Install management profile

|
@ Check device settings

5. Click [Done] and proceed to install the app.

App Installation
staod is about to install and manage
the app “Workspace 10S".

Your iTunes account will not be
charged for this app.
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6. After installation, open the app, fill in the server address (similar to the URL you entered when
creating the configuration policy in the previous section) to sign in. You might encounter the

following warning message:
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Workspace
Workspace Booking does not have
permission to connect to the server.

Please contact your system
administrator

7. In this case, you need to go to DSS web backend, create parameter Workspace.Secret and enter
the secret key (that you entered when creating the configuration policy in the previous section) in
Value field.

Edit Parameter - "Workspace.Secret"

DASHBOARD (© Back

w DAILY TASKS
* Key Create Date

v REPORTS WorkspaceSecret
A SYSTEM Value Last Update Date
License 71d84fa3-2f11-409e0-bd1a-80b067f1ef35
Connections Description
in coniunction with Microso to restrict Server aco
Settings _Used.m conjunction with Mic .os.,ft Intune to st ct server access
for Microsoft Intune deployed Warkspace Booking app
Outputs

Categories

Parameters

Click [Save] to finish.



