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CHAPTER 1.

Introduction

CHAPTER 1
Introduction

The purpose of the Microsoft Teams app is to enable Microsoft Teams users to use Resource Booking Web
App (RBWA) on Teams to book meetings.
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This document is created to describe how the Administrator can make the Resource Booking Web App

available in Teams for the users.

3



U U Add-On Products
Resource Booking Web App

CHAPTER 2.

Installation

CHAPTER 2
Installation

Pre-requisite requirements

The installation of this solution is based on the conditions that:
- RBWA users' mailboxes must be in O365.

- External Authentication protocol OAuth2 or OpenID Connect must be enabled in Resource Central
backend. For more details, please refer to Knowledge Bases - External Authentication Details for

OAuth2 and External Authentication Details for Open ID Connect.

- The MS GRAPH permissions below must be granted to the Azure app associated with external

authentication.

H overview
Quickstart

4 Integration assistant
Manage
B eranding & properties
3 Authentication
Certificates & secrets
Token configuration
- AP| permissions
@ Expose zn API
BL Approles

4k Owners

o The "Admin consent required” column shows the default value for an crganization. However, user consent can be customized per permission, user, or app. This column m

Configured permissions

Applications are authorized to call APIs when they a
all the permissions the application needs. Learn more about permissions and consent

= Add a permission  ~/ Grant admin consent for psaod

API / Permissions name Type

“Microsoft Graph (3)

email Delegated
profile Delegated
User.Read Delegated

Description

View users' email address
View users’ basic profile

Sign in and read user profile

Admin consent requ...

No

re granted permissions by users/admins as part of the consent process. The list of configured permissions shoul

Status

@ Granted for psaod
& Granted for psaod

@ Granted for psaod

: These are minimum rights needed for the use of Resource Central application in Microsoft Teams.
SAML2.0 uses enterprise app, which does not support MS Graph API required for the Teams app.

Application configuration on Azure Portal using administrator account

OAuth2 Protocol

Step 1: Go to RC backend = Authentication =» External Authentication. Select “OAuth2” in the
Authentication Protocol field. Then copy the ‘Client Id’.

Languages
Calendar

Mail Log

saL

Database Cleaner
License
Authentication
GDPR

Informaticn

* Authentication Protocol

Chuth2

OAuth2 Configuration
* Reply URL

https://rbwal.southeastasia.cloudapp.azure.com/ResourceCentral/ExAuth/OAuthAuthentication/CallbackHandler ®

* Tenant (Tenant D)

99914d02-0649-416d-9211-a49ba®328200

B
* Client Id

20537c91-¢299-43d6-b6B9-364417e80159



https://support.add-on.com/article/605-external-authentication-details-for-oauth2-in-azure
https://support.add-on.com/article/605-external-authentication-details-for-oauth2-in-azure
https://support.add-on.com/article/634-external-authentication-details-for-openid-connect-in-azure

U U Add-On Products
Resource Booking Web App

CHAPTER 2
Installation

Step 2: Go to Azure Portal = Manage Microsoft Entra ID =» App registrations using your tenant’s
administrator account. Select ‘All Applications’ and search for your registered app using the ‘Client Id’ copied

from Step 1, i.e.

Home > psaod

1] I i
g2 psaod | App registrations P
Azure Active Directory
‘ Mew registration o] Endpoints & Troubleshooting () Refresh [F Preview features
@ overview =
B Preview features X

# Diagnose and solve prablems

o Starting June 30th, 2020 we will no longer add any new features to Azure Active Directory Authentication Library (ADAL) and Azure AD
Graph. We will continue to provide technical support and security updates but we will no longer provide feature updates. Applications
will need to be upgraded to Microsoft Authentication Library (MSAL) and Microsoft Graph. Learn more

Manage

& Users All applications  Owned applications Deleted applications
& Groups

£ 20537c91-c299-43d6-b689-564417280159

8L External Identities

&k Roles and administrators 1 applications found

A Administrative units Display name T

S5O for RBWA

i Enterprise applications

O Devices

App registrations

(&) |dentity Governance

Step 3: Click on the app found from previous step, go to APl permissions section and click [Add a

permission], which opens ‘Request API permissions’ screen on the left.

On the opened screen, select Microsoft Graph => Delegated permissions. Next, search and select

‘User.Read’ permission, then click [Add permissions].

Request API permissions

< All APIs

. Microsoft Graph
is' https://graph.microsoft.com/ Docs

What type of permissions does your application require?

Delegated permissions Application permissions

Application (client) 1D

20537c91-¢299-43d6-DB...

Certificates & secrets

@ current

Your application needs to access the APl as the signed-in user.

Your application runs as a background service or daemon without a
signed-in user,

Select permissions

expand all

|/O user.read|

ks

Permission

> IdentityRiskyUser

" User (1) '

Admin consent required

UserRead @
Sign in and read user profile

O

User.Readall &

Read all users' full profiles

5
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After that, click [Grant admin consent] on API permissions screen.

Configured permissions

Applications are authorized to call APIs when they are granted permissions by users/admins as part of the consent process. The list of configured
permissions should include all the permissions the application needs. Learn more about permissions and consent

Add a permission [\/ Grant admin consent for psaod

API / Permissions name Type Description Admin consent req...  Status

~ Microsoft Graph (3) .
email Delegated  View users' email address Mo @ Granted for psaod 44n
profile Delegated  View users' basic profile MNo @ Granted for psaod 44s
User.Read Delegated  Sign in and read user profile Mo @ Granted for psaod 4en

Step 4: Go to ‘Expose an API’ section and click on a scope to edit it. Make sure to select Admins and users
for ‘Who can consent’ option and click [Save].

Edit a scope X

E save X Discard i Delete

Scopename * (1)

‘ FarAllUser

apiy//rbwal.southeastasia.cloudapp.azure.com,/20537c81-¢299-43d6-bE89-
564417280159/ /ForallUser

Who can consent? (3

i - . ™y
|_Admins and users IAdmms only )
:  § .

Step 5: On ‘Expose an API’ screen, look for ‘Authorized client applications’ and click [Add a client
application].

Add a client application X

ClientID (@

‘ e.g. f686d426-8d16-42db-81b7-ab578e110ccd

Authorized scopes (@

D apiy//rbwal.southeastasia.cloudapp.azure.com/20537c91-c299-43d6-b689-564417e80...

On this screen, check on the scope, then enter specific Client ID and click [Add application]. Repeat this step
to add 2 following Client IDs:
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1fec8e78-bced-4aaf-ablb-5451cc387264
5e3ce6c0-2b1f-4285-8d4b-75ee78787346

Step 6: Go to ‘Manifest’ section, look for the line "accessTokenAcceptedVersion" and change its value to

‘2’ l.e.

| £ Search (Ctrl+/)

|<<

B overview
&4 Quickstart

#" Integration assistant

Manage
= Branding & properties
-:)) Authentication

| Certificates & secrets
il Token configuration
-2 AP| permissions
& Expose an AP
L App roles
4 Owners

P

. Roles and administrators

Bl mManifest

Save

The editor below allows you to update this application by directly modifying its J5

[T - T & T I T

[ R e el e e o e e
R ST o T U T v« T [ T W o Y S W [ B P v

{
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Teams mobile or desktop application

Teams web application

X Discard $ Upload i Download ,C? Gaot feedback?

"id": "ab6%Belb-8744-423c-9el1d-6d75a2929cR8",

"accessTokenAcceptedversion™: 2,

"allowPublicClient": true,
"appIld": "28537c91-c299-43d6-b6B9-564417288159",
"appRoles": [],
"pauth2AllowlrlPathMatching™: false,
"createdDateTima": "2822-81-24T@5:48:832",
"description”: null,
"certification™: null,
"disabledByMicrosoftStatus”: null,
"groupMembershipClaims": "None",
"identifierUris": [
"api://rbwal.southeastasia.cloudapp.azure.com/2€
1
"informationalUrls™: {
"termsOfService™: null,
"support”: null,
"privacy": null,
"marketing”: null

After that, click [Save].

OIDC Protocol

Step 1: Go to RC backend = Authentication = External Authentication. Select “OpenID Connect” in the

Authentication Protocol field. Then copy the ‘Client Id’.

SMS Configuration
Languages

Calendar

Mail Log

saL

Database Cleaner
License
Authentication
GDPR

Resource Data Synch

Information

* Authentication Protocol

| OpenlD Connect

OpenlD Connect Configuration

® Azure OpenlD Connect Q OpenlD Connect with AD F3

* Reply URL

| https://rcl.add-on-company.com/ResourceCentral/ExAuth/OpenlDAuthentication/CallbackHandler | ®

* Tenant (Tenant D)

| 1beSblch-0e02-4548-bed8-57bTa5c71228 |

* Client Id

| 02126480-19ab-4884-0821-2/97fbb27fd |
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Go to Azure Portal = Manage Microsoft Entra ID = App registrations using your tenant’s administrator
account. Select ‘All Applications’ and search for your registered app using the ‘Client Id’ copied RC backend,
ie.

All applications  Owned applications Deletad applications

2 0a126480-19ab-4884-9821-2ff97fbb27id ks +v Add filters

1 applications found

Display name T Application (client) ID Created on T Certificates & secrets

n oIbC 0a126480-19ab-4884-9821-2ff97fhh27fd 6/10/2024 @ current

Step 2: Click on that app and select tab Authentication — [Add a platform]

Home > Add-On Development | App registrations > OIDC Configure platforms %
) OIDC | Authentication =

Web applications

|ij Search ‘ 3 &7 Got feedback?

B overview . . Web Single-page application
Platform configurations £

& Quickstart Build, host, and deploy a web server Configure browser client applications
Depending on the platform or device this application. .NET, Java, Pythoa and progressive web applications.

# Integration assistant redirect URIs, specific authentication settings Javascript

. Diagnose and solve problems

= Add a platform

Supported account types

Manage

Mabile and desktop applications

= Branding & properties

5) Authentication Who can use this application or access this A e 105 / mac0S *l Android

@ Accounts in this organizational directory

Certificates & secrets Objective-C, Swift, Xamarin Java, Katlin, Xamarin

. O Accounts in any organizational directory
Il Token configuration

- API permissions Help me decide...

& Expose an API
Q Mobile and desktop

@ App roles A\ Due to temporary differences in supports applications
accounts for an existing registration. If yc -
Af Owners editor. Learn more about these restrictiol Windows, UWP, Cansole, loT &

Limited-entry Devices, Classic iOS +

&t Roles and administrators Andraid

Manifest Advanced settings

Selecting Single-page application will open the below screen. Enter the Redirect URIs and click on ID tokens
(used for implicit and hybrid flows):
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Configure single-page application X

€ All platforms Quickstart  Docs!
o The latest version of MSALjs uses the authorization code flow with PKCE and CORS. Leam more

* Redirect URIs

The URIs we will accept as destinations when returning authentication responses (tokens)
after successfully authenticating or signing out users. The redirect URI you send in the
request to the login server should match one listed here. Also referred to as reply URLs. Learn
more about Redirect URIs and their restrictions

Enter the redirect URI of the application

Front-channel logout URL

This is where we send a request to have the application clear the user's session data. This is
required for single sign-out to work correctly.

| e.g. https:/fexample.com/logout

Grant types

MSALjs 2.0 does not support implicit grant. Enable implicit grant settings only if your app is
using MSALjs 1.0. Learn more about auth code flow

0 Your Redirect URI is eligible for the Authorization Code Flow with PKCE.

Implicit grant and hybrid flows

Request a token directly from the autharization endpoint. If the application has a single-page
architecture (SPA) and doesn't use the authorization code flow, or if it invokes a web APl via
JavaScript, select both access tokens and D tokens. For ASP.MET Core web apps and other
web apps that use hybrid authentication, select only 1D tokens. Learn more about tokens.

Select the tokens you would like to be issued by the authorization endpoint:

|:| Access tokens (used for implicit flows)

1D tokens (used for implicit and hybrid flows) /

Click [Configure] to finish this step.

Step 3: Next, open Token configuration tab and click [Add optional claim] button. Select ID for Token type,
then check on email, family_name, given_name and verified_secondary_email claims as shown in the
following figure:
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flome » OIbC Add optional claim b

|f’ Search

Manage

= eranding & properties

I|! OIDC | Token configuration =

Qj Got feedback?

Claim T

Once a token type is selected, you may choose from a list of available optional claims.

E| Claim T

|:| verified_primary_email

B overview Optional claims * Token type
& Quickstart . . . . Access and ID tokens are used by applications for authentication. Learn more !
Optional claims are used to configure additional info @
. o
.'1—‘ Integration assistant X )
+ Add optional claim k== Add groups claim O Access
#. Diagnose and solve problems O AL

Description

_:)) Authentication No results. email The addressable email for this user, if the user has one
Certificates & secrets family_name Provides the last name, surname, or family name of the ...
1! Token configuration [ fwd IP address
- API permissions given_name Provides the first or "given” name of the user, as set on ...
& Expose an API |:| in_corp Signals if the client is logging in from the corporate net...
B App roles |:| ipaddr The IP address the client logged in from
28 Owners D login_hint Login hint
4. Roles and administrators [] onprem_sid On-premises security identifier
M Manifest D preferred_username Provides the preferred username claim, making it easier...
> Support + Troubleshooting |:| pwd_exp The datetime at which the password expires
|:| pwd_url A URL that the user can visit to change their password
D sid Session |0, used for per-session user sign out
D tenant_ctry Resource tenant's country/region
D tenant_region_scope Region of the resource tenant
|:| upn An identifier for the user that can be used with the user...

sourced from the user's PrimaryAuthoritativeEmail

verified_secondary_email

Sourced from the user's SecondaryAuthoritativeEmail

Click [Add] and the following message shows up. Check on the tick box ‘Turn on the Microsoft Graph email
permission’, then click [Add] button to go to Step 4.

Add optional claim X

Some of these claims (email) require Openld Connect scopes to be configured through
the APl permissions page or by checking the box below. Learn more

Turn on the Microsoft Graph email permission {required for claims to appear in token).

Step 4: Go to API permissions section and click [Add a permission], which opens ‘Request API permissions’
screen on the left.

On the opened screen, select Microsoft Graph =>» Delegated permissions. Next, search and select
‘User.Read’, ‘email’, and ‘profile’ permissions, then click [Add permissions].

10
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Configured permissions

Applications are authorized to call APIs when they are granted permissions by users/admins as part of the consent process. The list of configured
permissions should include all the permissions the application needs. Learn more about permissions and consent

-+ Add a permission [\/ Grant admin consent for psaod

APl / Permissions name  Type Description Admin consent req...  Status

“ Microsoft Graph (3) L]
email Delegated  View users' email address Mo @ Granted for psaod 44n
profile Delegated  View users' basic profile No @ Granted for psacd see
User.Read Delegated  Sign in and read user profile Mo @ Granted for psaod 4en

Click [Grant admin consent for...] to finish this step.

Step 5: Go to ‘Expose an API’ section and click on a scope to edit it. Make sure to select Admins and users
for ‘Who can consent’ option and click [Save].

Edit a scope X

save X Discard ]il Delete

Scopename * (1)

‘ FarAllUser

apiy//rbwal.southeastasia.cloudapp.azure.com,/20537c81-¢299-43d6-bE89-
564417280159/ /ForallUser

Who can consent? ()

Admins and users J sl Gnlyjl

Then, click [Add a client application].

Add a client application X

Client ID (&
| e.g. f686d426-8d16-42db-81b7-ab578e110ccd

Authorized scopes (O

api://rbwal.southeastasia.cloudapp.azure.com/20537c91-c299-43d6-b689-564417e85...

On this screen, check on the scope, then enter specific Client ID (listed below) and click [Add application].

€a5a67f6-b6£3-4338-b240-c655ddc3cc8e  Teams mobile application, Teams desktop application,
and Teams web application

11
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Step 6: Go to ‘Manifest’ section, look for the line "accessTokenAcceptedVersion" and change its value to

‘2’ i.e.
|/'T Search | < Save >< Discard T Upload + Download ,Q'j Got feedback?
B Overview
N The editor below allows you to update this application by directly modifying its JSON representation. For more details, see:
& Quickstart
. : ) 1 q
#° Integration assistant 2 "id": "1de2caSe-de3c-4bda-b354-59c9adb7aiz",
2 Diagnose and solve problems 3 . dilaine L null
4 "accessTokenAcceptedVersion™: 2, ]
Manage 5 addIns : !], i
6 "allowPublicClient”: null,
= Branding & properties 7 "appld": "aB21d248-ecee-4ce8-87df-f7af9ce92278",
8 "appRoles": [],
D Authentication 9 "oauth2allowUrlPathMatching”: false,
- 18 "createdDateTime": "2024-86-24T@6:51:181",
Certificates & secrets " fe
11 description™: null,
II' Token configuration 12 "certification”: null,
13 "disabledByMicrosoftStatus”: null,
- API permissions 14 “groupMembershipClaims™: “None”,
& & Pl 15 "identifierUris": [
Xpose an 16 "api://a821d248-ec@8-4ca0-87df-f7afoc692270"
. App roles 17 1.
18 "informationalUrls": {
A& Owners 19 "termsOfService": null,
o 28 "support”: null,
&~ Roles and administrators 21 "privacy”: null,
Bl Manifest 22 . "marketing”: null
23 >

After that, click [Save].

Microsoft Teams admin center configuration

Step 7: Login to Microsoft Teams admin center using your tenant’s administrator account. Then go to Teams
apps = Manage apps and click on the “Actions” drop-down list and select [Org-wide app settings].

Actions

- Upload new app

T,
L]

5% Org-wide app settings



https://admin.teams.microsoft.com/policies/manage-apps
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On ‘Org-wide app settings’ screen, look for
Custom apps - ‘Custom apps’ section and enable Let
users install and use available apps by
default and Let users interact with
custom apps in preview options. Then
click [Save].

You can develop and upload custom apps as
app packages and make them available in your
organization's app store. Learn more

Let users install and use available apps by default (7)

@ o

Let users interact with custom apps in preview (2

@ o

Step 8: Go to Teams apps => Setup policies. Then click [Add] to create a new policy.

App setup policies \ Add

Add a name for your app setup policy

Add a description so you know why it was created

Upload custom apps (O D Cn

User pinning (&) () On

Enter a name and description, and make sure that Upload custom apps option is On. Then click [Save].

Creating RBWA app on Teams’ Developer Portal

Step 9: Log in Microsoft Teams using your tenant’s administrator account. Then click [...] = search and click
[Developer Portal].



U U Add-On Products
Resource Booking Web App

Calendar Q Devel

oo

e y 4

Calls Developer Portal

O

OneDrive More zearch results

E Deventral Add

Al-assisted internal tool builder
Privacy | Terms of use | Permissions

a Devensoft Add
Apps e Get real-time updates on your M&A...

Privacy | Terms of use | Permissions

Degreed
B>
Learning should work for the workf...

Privacy | Terms of use | Permissions

Get more apps

On ‘Developer Portal’ screen, go to Apps section and click [New app].

. Developer Portal Home| Apps |Tools Chat  About

-+ New app T Import app

Apps

Select an app to see more information or update its configurations.

Next, enter a name for the app and select Manifest version and click [Add].

Add app X

Mame*

Enter the name of the app

Manifast version

Latest stable (1.17) LV

Cancel

CHAPTER 2
Installation

14



U U
Add-On Products . CHAPTER 2
Resource Booking Web App nstallaton 1D
Step 10: After the step above, you will get to the app’s Basic information screen similar as follows:

> Developer Portal Home Apps Tools AppStudic Chat About

{ Apps [ Delete app

‘®? RBWA-App Basic information

This is the information users see on your app details page in Teams. See best practices.

Overview ~

App names
Dashboard A short name (30 characters or less) is required. Include a longer version if your preferred name
exceeds 30 characters.
Analytics
Short name - 30 characters or less*
Configure v RBWA-App
Basic information Full name - up to 100 characters (optional)
1 i
Branding Resource Booking Web App

App features

Permissions App ID
Single sign-on Your app's identifier that's generated by Microsoft and unigue to your org.
Languages ac64752d-e8bd-4901-97c0-2e1e479¢cab68 [0
Domains
Advanced > Descriptions

Short and long descriptions must be different. If you're publishing your app to the Teams store, the
- descriptions in your submission must match the ones here.
Publish v !

Short description - 80 characters or less®
App package _
Resource Booking Web App

Publish to org

Publish to store Long description - 4,000 characters or less*

Resource Booking Web App

On this screen, fill in the following information:

1. App names: Enter a Short name for the app.

App names

A short name (30 characters or less) is required. Include a longer version if your preferred name
exceeds 30 characters.

Short name - 30 characters or less®

RBWA-App
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2. Descriptions: Enter a Short description and a Long description.

Descriptions

Short and long descriptions must be different. If you're publishing your app to the Teams store, the
descriptions in your submission must match the ones here.,

Short description - 80 characters or less®

Resource Booking Web App

Long description - 4,000 characters or less*

Resource Booking Web App

3. Developer information: Enter a company nhame and website. E.g.:

Developer information

Developer or company name®

Add-on Products

Website (must be a valid HTTPS URL)*

https://www.add-on.com/

4. App URLs: Enter a privacy policy and Terms of use website. E.g.:

App URLs

You must provide links to your privacy pelicy and terms of use. Learn more about best practices for
links.

Privacy policy™

https://www.add-on.com/privacy-policy/

Terms of use®

https://www.add-on.com/privacy-policy/
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5. Application (client) ID: Enter the Application (client) ID from your Azure app.

Application (client) ID*

Specify the app ID assigned when you registered your app with Azure Active Directory.

20537c91-c259-43d6-b689-564417280159

The ID can be found by going to your Azure app’s Overview page, €.g9.:

m SSO for RBWA
|/O Search | < [i Delete & endpoints

B overview

~ Essentials
&b Quickstart

Display name

7 Preview features

: 550 for RBWA

# Integration assistant m— "
[Apphcanon (client)y ID

1 205337c91-c299-43d6-b689-564417e80159 I

Manage Chject ID

&= eranding & properties Directary (tenant) ID

icati Supported account types
3 Authentication PP VP

Once you are done, click [Save] on the toolbar.

1 c488d971-77dc-462d-8723-51a018d27bed
1 99914d02-0649-416d-9211-345ba8328200

: My organization only

Step 11: Go to Branding screen. Here you can upload icons for the app, e.g.:

Color icon

RBWA-App

Overview ~ 1 0
Dashboard
Analyties

Configure ~

Outline icon

Basic information

Branding

App features

Permissions

Single sign-on

Accent color

Languages

Domains o ;
Advanced >
Publish ~ i

You can download RBWA logos from this support page.

Displays in the store and in most scenarios. lcon must be 192x192 pixels total with a 96x96-pixel symboal in the center.

Displays primarily on the left side of Teams when your app is in use. lcon must be 32x32 pixels and either white or transparent.

Displays for primary actions and other app Ul components.

Step 12: Go to Single sign-on screen. Enter Application ID URI from your Azure app and [Save].

17
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RBWA-App Single sign-on

Configure your app to authenticate users with single sign-on (550).

Application 1D URI*

Overview ~
Specify your app's resource for getting authorization tokens.
Dashboard
api://rbwal.southeastasia.cloudapp.azure.com/20537c91-c299-43d6-b689-564
Analytics
Configure “

Basic information
Branding
App features

Permissions

Single sign-on

anguages

Domains

The ID can also be found on your Azure app’s Overview page, e.g.:

g3 SSO for RBWA =

Lo
|P Search | « ]il Delete @ Endpoints &l preview features
B overview
A Essentials
& Quickstart
Display name 1 S50 for RBWA Client credentials : 0 certificate, 1 sacret
# Integration assistant o . . o
Application (client) ID : b918d7b4-396d-454d-8a6b-8f98386d0728 Redirect URIs : 1web, 0 spa, 0 public client
Manage Object ID : c488d971-77dc-462d-8723-51a018d27hed [ Application 1D URI © gRi//rbwal.south loudapp.azure.comy... ]
Directory (tenant) ID 1 99914d02-0649-416d-9211-a49bad328200 Managed application in I... : 550 for REWA [0

B2 Branding & properties

Supported account types : My organization only

3 Authentication
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Step 13: Go to App features screen, then select [Personal app] and click [Create your first personal app
tab].

RBWA-App App features

These are the Teams features you can include in your app. Add ene or more features depending

Select a feature to add

Overview ~
Dashboard Personal app
e A dedicated workspace or bot to help individual users focus on their own
Analytics tasks or view activities important to them. Learn more about personal
apps.
Configure N

Basic information Group and channel app

3 A space to display hosted app experiences (such as a list or dashboard) in
Branding team channels and group chats. Learn more about group and channel

apps.
| App features

Permissions

iy
i

Single sign-on - Bot ) )
- A conversational Ul that can perform a set of tasks, reply to questions,
Languages and proactively send notifications. Learn more about bots,
Domains
Advanced > Messaging extension
ﬂ A shortcut for inserting your app's content or acting on a message
without navigating away from a conversation. Learn more about
Publish N messaging extensions.

On ‘Add a tab to your personal app’
Add a tab to your personal app screen, enter a Name of your
choice. For Content URL field,

Define a set of tabs to display in your personal app. An About tab is created automatically by default.

Learn more about tabs. enter the RBWA app URL (|t must
have /Account/Login at the end
Name* of the URL). For 3 remaining fields,
RBWAT-New it is optional to fill.
Entity ID*

eb3e826f-fa58-defa-8a38-2dc5f5b5ddee

Content URL*

https://rbwal.southeastasia.cloudapp.azure.com/ResourceBooking/Account/Loc

‘Website URL
Enter the Website URL

Scope

personal < v
Context

Select tab context v
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Once you are done, click [Confirm], then click [Save] when your Personal app is shown. The result might look
like this:

< Personal app
Personal apps are a set of tabs scoped for individual use. These tabs can be like a webpage
(e.g.. a Home tab) or an area to message a bot (e.g.. a Chat tab).
MName URL Scope
RBWAT-New https://rbwal.zoutheastasia.cloudapp.a... personal
About (&)
Add a personal app
You can Edit/Delete the app by clicking the ... on the right of each app.
Step 14: Go to Publish = Publish to org and click [Publish your app].
RBWA-App Publish to your org (Add-On Products & Add-On Development)

Make your app available to people in your crg. Once approved by your [T admin, your app will be featured in the Teams store under
Built for your org. Learn more about managing apps.

Overview ~
Dashboard
Analytics
Configure >
Advanced >
Develop ~

Open in Teams Toolkit
Publish ~

App package
Publish your app
Publish to org

Publish to store

Step 15: Log in to Microsoft Teams admin center again with your tenant’s administrator account. Go to Teams

apps = Manage apps section. Here you will see a list of custom apps that are published within your
organization.

Search for your published app from Step 15, you will see your app shown on the list with ‘Blocked’ status, i.e.:
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Browse by Everything ™
+ Upload new app 5 items Q, rbwa
~ Mame T Certification () Publisher Publishing status (@ Status (D
B REWA_Dev o Add-On Products for Dev Published Allowed
B RBWA_Local = RBWA Dev/PhuoclH Published Allowed
B REWA_Tester = Add-On Products Published Allowed
REWA-App ) Add-on Products Submitted Blocked
B RBWA1 ey AOD Published Allowed

: If you do not see the published app, wait for a short while for the app to be published. Then refresh
‘Manage apps’ page and search for the app again.

Click on the app, you will see that the app is still ‘Pending action’, i.e.:

New version
Add-on Products
Submitted by
psadmin
U U
y . Last updated
Published
ts rupsnecEmen Jun 28,2022 2:17:14 PM GMT+7
 Publish |~ |
By using this app, yeu and your users agree to the Privacy policy and Terms of use.

Click [Publish] and confirm your decision. Then your app will be allowed in your organization’s Teams, i.e.:

Browse by Everything ™

+ Upload new app 1itam

b Name T Certification (&) Publisher Publishing status (&) Status (@

N rewA-App i Add-on Products Published Allowed
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Installing RBWA app on Teams

After Step 15 above, your app is now published in your organization’s Teams. Other users in your organization
can now install RBWA app by opening their Teams, then go to ‘Apps’. Here they will see your new app in ‘Built

for your org’ section.

)

Chat Apps
Q Search apps and more Try these must-have
Activit
apps
B8 Apps
. Add these apps to boost
o Built for your org collaboration and efficiency.
L(w)]
Tea
Featured See more
% Popular on Teams
Calls
Copilot extensions
(o] . .
What's new .
CneDrive Built for your org
Best selling Created and approved by your organization's technology team
Top picks . —
RBWA Booking
: Oy
Manage tickets A Add-On Products pen A SH/Add-On Products
Track attendance
Apps
Resource Central R Orders
Categories Add-On Products Add A BR/Add-On Products

Built by Microsoft
Education

Productivity

Apps we love

CHAPTER 2

Installation

See all

Add

: If they do not see the app, they can search for its name that you entered back in Step 11 — App details

— App names.

Click on the app and click [Add]. It will be installed to their Teams.

Add-On Products
AY wm -

Warks across i GR £

o RBWA

Overview Permissions  Discover more apps

Easy Scheduling of hotdesks and Rooms

With this, they can now use RBWA on their Teams. When they open the app, they will see the following screen:
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RBWA-APP RBWA-APP About

WA Welcome to Resource Central
A Please enter the information below to Sign In
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o >
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CHAPTER 3.

Appendixes

Appendix A — Update RBWA app on Teams

Follow these steps to update RBWA app on your organization’s Teams.

Step 1: Login Microsoft Teams using your tenant’s administrator account. Then go to [...] = [Developer
Portal] and open the app that needs update.

Step 2: Make the changes that you want to your app, then go to App details and look for ‘Identification’
section. Here, update the app’s version number, i.e., from version 1.0.0 to 1.0.1:

. Developer Portal Home Apps Tools Chat About C O v

< Apps ) Revert W Delete app @i Preview in Teams Publish

VISV ES

? RBWA-App )
Overview ~ Version
Dashboard 1.0.1
Analytics
Configure ~

Developer information
Basic information Developer or company name™

Branding Contoso, Inc.

App features
Wehsite (must be a valid HTTPS URL)*

Permissions
Fxamnle: httne/fevamnle com

Step 3: Go to Publish = Publish to org section. Then click [+ Submit app update].
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< Apps -+ Submit app update

RBWA-APP

Configure

Basic information
Branding

App features
Permissions
Single sign-on
Languages

Domains

Advanced

Publish

App package

Publish to org

Publish to store

Publish to your org (psaod)

Make your app available to people in your org. Once approved by your
more about managing apps.

Version Status

1.0.0 Published

-+ Submit app update

25

After that, wait for the app to be submitted for review. Once it is done, you will see the new version listed as

‘Submitted’.

Publish to your org (psaod)

more about managing apps.
Version

1.0.1

1.0.0

Make your app available to people in your org. Once approved by your IT admin,

Status

Submitted

Published
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Step 4: Go to Microsoft Teams admin center using your tenant’s administrator account. Then go to Teams
apps = Manage apps, and open the app that needs update. You will see the new version is pending action,

e.g.:

RBWA-APP
Mew version
ADDON
Submitted by
psadmin

[ ] ] Status (1)
‘:) Allowed Last updated
Oct 17, 2022 5:44:41 PM GMT+7

Published version
1.0.0 Publish update

']

By using this app, you and your users agree to the Privacy policy and Terms of use,

Click [Publish update] will show the details of the updated version. Click [Publish] to proceed.

Wait for the app to be published. You will get a notification on Microsoft Teams admin center informing that
your new version is published successfully.

The update is now completed.



