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CHAPTER 1.

Installation

1. Requirements

Go to System Requirements page in Add-On Products website to have an overview of System requirements
for Resource Central (RC).

PRE-REQUISITE]:

It is required that the Resource Central web site must be published according to these guidelines.
e Resource Central must be assigned an FQDN to its site binding.
o A certificate from a valid certificate authority must be installed and assigned to Resource Central web
site.
e The Resource Central web site must be accessible from the Exchange server (or O365) where the
application manifest file is installed

2. O365 installation

Obtain Manifest file

Go to RC backend - System - Manifest Files. Click [Download manifest file for Outlook Add-in] and
save the manifest file RC.Office.Web.Addin into the location that you want.

INoTEl Changes to Authentication settings with respect to “Resource Finder & My Meetings Outlook Add-in” will
require that you download and re-deploy the add-in manifest. See Appendix A for more information.

Register the app in Microsoft 365 Admin Center
Refer to this article to know how to publish an Outlook Add-in via centralized deployment.

3. On-premises installation

Obtain Manifest file and make changes to it

Go to RC backend - System - Manifest Files. Click [Download manifest file for Outlook Add-in] and
save the manifest file RC.Office.Web.Addin into the location that you want.

Open this file, look for the property “DefaultMinVersion” and change it to “1.1”


https://support.add-on.com/article/382-system-requirements-for-resource-central-4-1
https://docs.microsoft.com/en-us/office/dev/add-ins/publish/centralized-deployment
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<AppDomaina>
<AppDom,

alhost</kppDoms in>

n/r hemlt /> 1

Value="-remoteApplrl/Officehddin/resourcefinder. htal" />

hemlt />

&=~ ramOTaApPUT1 /0T T1caAAd1 N/ TeS0urcerinder Ntml" />

RegExValus="ReplyLink=.+ endlink" FropertyNeme="BodyAsHTML" />

="http: errides” xsi:type="VersionGverridesVi 07>

Save the file to finish.

Register the app in Exchange On-Premises
Step 1: Go to the “Exchange admin center” (ecp) page and login with administrator account.

Step 2: Select the “Organization” menu then go to “Apps” tab (for Exchange 2013) or “Add-ins” tab (for
Exchange 2016 and 2019)

Exchange admin center

recipients sharing Japps| address lists

permissions

compliance management Apps let your users do and see more without leaving their mailbox. The following list shows apps that have

organization +- (5

protectl'on MNAME 4 PROVIDER USER DEFAULT PROVIDED TO
- Action ltems Microsoft Enabled Everyone

Step 3: On the “Apps”, click on the “Plus” button then select “Add from file”
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Apps let your users do and see more without leaving their mailbox. The fol

¥- e

Add from the Office Store  povIDER USER DEFAUL

Add from URL

Microsoft Enabled
Add from file
Microsoft Enabled

Step 4: On the “Add from file” dialog, browse to the Manifest file then click “Next”
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Step 5: Now you can see the Resource Central App in the list, but it's disabled. Double click on it then on the

opened pop-up, select either option 1 or option 3.

Edit App Settings - Microsoft Edge

Resource Central

Make this app available to users in your organization

Specify user defaults:
I (® Optional, enabled by default I

(O Optional, disabled by default

IO Mandatory, always enabled. Users can't disable this I

O

ot

| & rc143/ecp/Extension/CrgEditApp.aspx?pwmcid =5&ReturnCbjectType=18ud=ccb2fa®d-42c5-453d-b40d

Help

save

cancel

Step 6: Go to Outlook client to validate that the app is installed.

6
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CHAPTER 2
Appendices

Appendix A: Configure Single Sign-On (SSO) for RC Outlook Add-In

To configure SSO for RC Outlook Add-In, please follow the steps below:

NOTE:| This setup requires external authentication configuration for RC. Please refer to External Authentication

Configuration Guide for more details.

Step 1: Go to your Azure Portal = Azure Active Directory = App registrations.

sz psaod | App registrations  #

T b
Azure Active Directory

O Overview

BB Preview features

Diagnose and solve problems

a

& Groups
8E External Identities

& Roles and administrators
& Administrative units

i Enterprise applications

Ol Devices

% App registrations

f&} |dentity Governance

Mew registration @ Endpoints ég Troubleshooting O Refrash

o Starting June 30th, 2020 we will no longer add any new features to Azure Ac
upgraded to Microsoft Authentication Library (MSAL) and Microsoft Graph. |

All applications  Owned applications Deleted applications

& Start typing a display name or application (client) 1D to filter these r...

86 applications found
Display name T

H Chi OAuth
il Cloudfalre_saml2
'w W Cloudflare- rc.add-on-company.com

Demo

NemoTect18



https://support.add-on.com/article/528-resource-central-authentication-details-for-single-sign-on
https://support.add-on.com/article/528-resource-central-authentication-details-for-single-sign-on
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Step 2: Open your registered app, you will see its Essentials information, i.e.,:

i Delete @ Endpaints [+l Preview features

o Got a second? We would love your feedback on Microsoft identity platform (previously Azure AD for developer). =

# Essentials

Display name

Theu OAuth

Application (client) ID
60e4394b-254f-4b6a-8c36-2bb47cc53bdo
Object ID
182120d8-a3b1a-42cd-82cd-4a22320045fc
Directory (tenant) 1D
99914d02-0645-416d-9211-348b3%328200
Supported account types

My organization only

Client credentials
0 certificate,_10 secret

Redirect URIs

.

Application ID URI

api://ps3.add-on-company.comy/

web, 0 spa, 0 public client

60e4394b-254f-4b6a-8c36-2bb47cc53bd

Managed application in local dir

Theu OAuth

Step 3: Go to RC backend - SYSTEM - Authentication

actory

Step 4: On ‘Extemnal Authentication’ section, look for ‘Authenticated system areas’ and check on ‘Resource
Finder & My Meetings Outlook Add-In’ option.

Resource Central Authentication

W DAILY TASKS

“ REPORTS

<

DESIGNER

<

LOCATION

<

SECURITY

>

SYSTEM

Parameters
Manifest files

SMS Configuration
Languages
Calendar

Mail Log

SaL

Database Cleaner
License
Authentication
GDFR

Resource Data Synch

Information

[

~External Authentication

Enable Configuration

@®VYes (O No

Remove form based login option
() Yes (@ No

Authenticated system areas

My Meetings

Resource Finder Com Add-In

r Resource Finder & My Meetings Cutlook Add-in

[ Kiosk

(] My Meeting stand-alone page

® Specific users (O All authenticated users

[Jorder Farms opened from emails

® Specific users O All authenticated users

* Authentication Protocol

CAuth2

8
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Next, scroll down below and you will see 2 new fields: Client Id and Application ID URI.

Copy the Application (client) ID from Azure Portal app to the field Client Id (on RC backend’s External
Authentication screen).

Similarly, copy the Application ID URI from Azure Portal app to the field Application ID URI (also on RC
backend’s External Authentication screen).

Authentication

I save

~External Authentication

Enable Configuration

®@Yes O

= Microsoft Azure

P Search resources, services, and docs (G+/) b

psadmin@psaod.ons
PSAGH

D (PSAOD ONMICROSOf

Home > psaod

25 Theu OAuth = -

P search (cul+)) «

No

B Overview

Remove form based login option

Quickstart

OYes ®@No

# Integration assistant

Authenticated system areas

My Meetings
Resource Finder Com Add-In

Resource Finder & My Mestings Qutiock Add-in

Oiosk:

(O My Meeting stang-alone page

@ specific users O All authenticated users
([ Order Forms opened from emails

@ specific users C

* Authentication Protocol

Manage
B Brending & properties

D Authentication

Certificates & secrets
1l Token configuration

- API permissions
O Al authenticated users

& Expose an AP

OAuth2 >
& Owng
OAuth2 Canfiguration
&, gfes and administrators
“Reply URL
p Manifest
https:/4ps3 add-on-company. com/ Resour ®

* Tenant (Tenant ID)

8914002-0648-416¢-9211-348b39328200

*Client Id

60e4394b-254f-4b62-8¢36-2bb47cc3bd9

* Application 1D URI

apii/fps3.add-on-company.com/604394b-254f-4ba-8c36-2bb47cc53bd9

* Client Secret

[l Delete € endpoints [l Preview features

A Essentials

Display name
Theu OAuth

Application

60e4394b-254f-4b6a
Object ID
182120d8-ab1a-42ct

Client credentials

Supported account types
My organization anly

GetStarted Do, entation

uild your application with the Microsoft identity
platform

The Microsoft identity platform is an authentication service, open-source

: Make sure that you copy the exact ID value & format. If not, SSO function for RC Outlook Add-In will
not work.

Afterwards, click [Save].

Step 5: Go to RC backend - System > Manifest Files. Click [Download manifest file for Outlook
Add-in] and save the new manifest file RC.Office.Web.Addin.SSO into the location that you want.

Open this file, then scroll down to the end of the file in order to make sure that it has the section similar as

follows:

<bt:0verride Locale="zh-cn" Value="3kB)Z1 Add-in" />

<bt:0verride Locale="pl-PL" Valuese="My Meetings Add-in"
<bt:0verride Locale="gs-CZi" Value="My Meeting=s Add-in"
</brt:5tring>
</bt:LongStrings>
</Resources>

i>
f>

= r

<WebklpplicationInfo>
<Id>60e4394b-254f-4b6a-8c36—2bb4Tce53bd9</ Id>

<Resource>apl://ps5.add-on-company . com/60ed4394b-254f-4b6a-8c36-2bb4T7cc53bd9%</Resource>

<Scopes>
<Scoperopenid</Scope>
<Scope>User.Read</Scope>
<Scopexprofile</Scopex
</Scopes>

= </WebhpplicationInfo>

= <

312 “</Officelkpp>

VEIrS10NUvEerrides>
B </VersionOverrides>
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Step 6: On RC backend, go to System = Authentication, then uncheck ‘Resource Finder & My
Meetings Outlook Add-In’ option and click [Save].

: This step is helpful for users who still use old Manifest file as they do not have to login every time they
open the Outlook Add-in until the new manifest file is rolled out.

Step 7: Register the app as described in the installation guides above (either O365 installation or On-
premises installation).

Once the app is registered, go to RC backend - System - Authentication, then check ‘Resource Finder
& My Meetings Outlook Add-In’ option again and click [Save].
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